
Privacy Policy 

Ads Interactive is a leading advertising technology company that offers programmatic, native and 

retail advertising solutions (the “Services”). As a business, Ads Interactive is committed to 

respecting and protecting the privacy of all individuals with whom it interacts. 

This privacy policy (the “Privacy Policy”) explains the practices of Ads Interactive Ltd. (Hungary, 

2636 Tésa, Petőfi u. 16.) together with its affiliates (“Ads Interactive”, we”, “us”, or “our”) (i) when 

it has a contractual relationship with you (a “Customer”); (ii) when a user visits our customers’ 

websites and digital properties interacting with our Services (an “End User”); and (iii) when a user 

accesses Ads Interactive’s website (a “Site Visitor”). 

You can access the specific provisions for each of these categories as follows: 

Customers 

End Users 

Site Visitors 

  

  



Customers Privacy Policy 

Introduction 

This section of the Privacy Policy explains how Ads Interactive may collect, use, share and secure 

personal information shared by Customer or prospective customers (referred to as “you” in this 

policy), when negotiating, entering into or performing a contractual relationship with Ads 

Interactive. 

Definitions 

“Customer” means a media owner or other content provider that has a contractual relationship 

with Ads Interactive. 

“Customer Properties” means owned, exploited or licensed websites or other digital properties of 

media owners on which Ads Interactive’s Services are served and via which Personal Data may 

be collected. 

“Data Protection Legislation” means all applicable laws and regulations, including, without 

limitation, the laws and regulations of the EU applicable to the Processing of Personal Data, such 

as: (i) the EU General Data Protection Regulation (Regulation (EU) 2016/679) (“GDPR”); (ii) the EU 

e-Privacy Directive (Directive 2002/58/EC); and (iii) any national data protection laws made under 

or pursuant to (i) or (ii). 

“End User” or “User” means the visitors of our Customers’ websites and digital properties who 

interacts with our Services. 

“Third-Party Vendors” or “Vendors” means Ads Interactive’s partners, including but not limited to 

advertisers, demand side platforms, ad exchanges, reporting platforms, agencies, agency trading 

desks, ad networks and any third party acting on behalf of media buyers. 

The terms “Data Controller”, “Data Processor”, “Data Subject”, “Personal Data”, “Processing”, 

“Sub-processor”, “Third Country” and in general all terms contained in art. 4 of the GDPR have 

the meaning therein awarded to them. 

  



Customer Information 

We collect and process the information shared by our Customers or prospective customers (the 

“Customer Information”) in order to negotiate, enter into and perform a contractual relationship 

with you. Furthermore, we may collect any personal data you provide to us to deliver the specific 

information or service you have requested. Such information may include your contact details 

and other information (such as name, job title, department, name of organization). Furthermore, 

we shall collect and process the content of any inquiries you submit to us as well as your account 

details when, in your capacity as our customer, you register on our Partners Center. 

How we use Customers’ Information 

We may use the information you provide to us as Data Controllers for the following purposes: 

To provide you with our services and to perform our contract 

We process personal information you share with us if said processing is necessary for the 

performance of a contract to which you are a party or in order to negotiate entering into a new 

contract with us. 

To communicate with you 

We use information you have shared with us in order to communicate with you about your 

account in the Ads Interactive Platform; to contact you about products or services that we think 

may be of interest to you and to respond to your inquiries, requests, or complaints. 

In case the legal basis for any communication with you is your prior consent you can opt-out at 

any time from receiving any further communication by us by using the dedicated opt-out tool 

contained in our communications or via email by contacting privacy@adsinteractive.com. 

To comply with our legal obligations 

We may process your personal data in order to comply with our legal obligations, arising from 

the provisions of the legislation, judgments, governmental regulations or decisions. 

Complaints and fraud prevention 

We may process your personal data in order to investigate complaints, identify and prevent fraud, 

assess situations relating to possible threats to the security of any person or violations of our 

policies or terms. 



What is the legal basis for collecting and 

processing Customer Information 

The legal basis for collecting and processing any Personal Data contained in Customer’s 

Information will depend on the specific Personal Data as well as the purpose for which they were 

collected and processed. 

We shall collect and process your Personal Data solely under the following legal bases (i) in order 

to negotiate, execute and perform our contract with you (art. 6 § 1b Regulation (EU) 2016/679) (ii) 

where you have given us your explicit and free consent to collect and process your data in relation 

to a specific purpose (art. 6 § 1a Regulation (EU) 2016/679), (iii) when the processing is in our or 

a third party’s legitimate interests and not overridden by your data protection interests or 

fundamental rights and freedoms (art. 6 § 1f Regulation (EU) 2016/679) (iv) when we have a legal 

obligation to collect or process Personal Data in accordance with applicable legislation (art. 6 § 

1c Regulation (EU) 2016/679). 

How we store information and for how long 

The information you directly provide to us is stored in our secure databases. We take the 

appropriate technical and operational measures to ensure that any personal information 

disclosed to us is kept secure and protected. 

The data storage time is decided based on the following specific criteria, as appropriate on each 

case: 

• When the processing is based on a contractual relationship, your personal data are stored 

for as long as is necessary to perform the contract and for the establishment, exercise or 

defense of legal claims in accordance with said contract. Such retention period may not 

extend to longer than five (5) years after the termination or expiration of the contract. The 

above provision shall not be applicable to the retention of data, which is required for our 

compliance with legal obligations under the applicable legal framework, whereupon your 

personal data will be stored for as long as required by the relevant provisions or in case 

of continued court proceedings in which your data are required, whereupon your 

personal data will be stored for the duration of any court proceedings. 

• When the processing is necessary for compliance with legal obligations under the 

applicable legal framework, your personal data will be stored for as long as required by 

the relevant provisions. The statute of limitations in accordance with the applicable 

legislation is 5 years. 



How we secure the information 

The company takes the appropriate technical and organizational measures to ensure compliance 

with the legislation for the protection of personal data of its Customers. We also ensure that 

access to any personal data is not given to anyone other than the appropriate authorized 

persons, and only for the purposes of processing, specified in this policy. 

The Company recognizes the importance of the security of your Personal Data and takes all 

necessary measures, with the most modern and advanced methods, to ensure your maximum 

security. All information related to your personal information and transactions is secure and 

confidential. To ensure the confidentiality of data transfers, we use industry’s best practices in 

accordance with our Information Security Policy. 

Recipients of Customer Information 

Customer Information may be accessed by third parties pursuant to the Purposes herein 

described. Any such transfer is subject to the provisions established in this Privacy Policy, our 

contractual specifications and the purposes herein determined. 

In particular, Customer Information may be accessed by the following categories of recipients: 

Our employees 

Your data may be transferred to our employees who are in charge of assessing your requests, 

managing and performing your contract (s) with the company, meeting the obligations arising 

from the contract (s) and the obligations imposed by law. All of our employees have a sufficient 

and significant level of awareness to protect your personal data and are bound by a confidentiality 

clause. 

Authorities 

We may share your personal data with the competent authorities, as long as this is permitted by 

law, in order to comply with a legal obligation, court order or other legal process as well as to 

identify or prevent criminal acts and other unlawful activities. 

External partners 

We may transfer Customer Information to cooperating companies for the purpose of providing 

our Services. We always ensure that the processors we engage with fulfill the requirements and 



provide sufficient guarantees to implement appropriate technical and organizational measures in 

such a manner that processing will ensure the protection of your rights. 

Furthermore, in the course of managing court proceedings and for the purposes of investigating, 

preventing, or taking action regarding illegal activities, suspected fraud, violations of our Terms 

of Use or this Privacy Policy we may transfer your data to external partners in the event that their 

assistance is considered necessary for the management of the case and the defense of our rights. 

Business transfers 

We reserve the right to disclose and/or transfer Information to another entity if we are acquired 

by or merged with another company, if we sell or transfer a business unit or assets to another 

company, if we undergo a bankruptcy proceeding, or if we engage in any other similar business 

transfer. 

Aggregated and de-identified Information 

We may disclose to our Customers and other third parties aggregated or de-identified User 

Information to be used for research, or other legal purposes. 

Your rights 

In connection with collected personal data, the GDPR awards to Data Subjects the following rights, 

which you can exercise, as applicable, by contacting us. 

Right to withdraw consent: You may withdraw your consent of processing your personal data at 

any time. 

Right of correction/editing: You may ask us to correct your personal data. 

Right of limitation: You may ask us to restrict the processing of your personal data if: 

• You question the accuracy of your personal data for the time it will take to verify the 

accuracy of the personal data; 

• Processing is illegal and you request the restriction of processing instead of the deletion 

of your personal data; 

• We no longer need your personal data, but you need it to support, exercise or defend 

legal claims. 

Right of access: You may request from us information about the personal data of yours that we 

retain, including information about the categories of such personal data, the purpose of their use, 



where it was collected from, to whom they have been made known. You can obtain from us free 

of charge a copy of the personal data we keep for you. We reserve the right to charge a 

reasonable fee for any further copy you may request. 

Right of data portability: At your request, we will transfer your data to another controller, where 

technically feasible, provided that the processing is based on your consent or is necessary for the 

performance of a contract. Instead of receiving a copy of your personal data, you may ask us to 

transfer the data to another controller. 

Right to delete: You may ask us to delete your personal data if: 

• they are no longer necessary in relation to the purposes for which they were collected or 

processed, 

• you wish to exercise your right to object to any further processing of your personal data, 

• you withdraw your consent and there is no other legal basis for processing, 

• your personal data has been unlawfully processed unless the processing is necessary (a) 

to comply with a legal obligation, which requires processing by us or (b) to support, 

pursue or defend legal claims. 

Right to object: You may object – at any time – to the processing of your personal data due to 

your particular situation, provided that the processing is not based on your consent but on our 

legitimate interest or on legitimate interests of third parties. In such case, we shall no more process 

your personal data unless we can prove that such use is justified by a legal reason and a legal 

right of ours superseding your right to object. If you object to us processing your data you are 

kindly requested to clarify whether you wish that such data is deleted or limited. 

Right to lodge a complaint: In the event of an alleged breach of applicable privacy law, you may 

lodge a complaint with the competent data protection supervisory authority. You may contact 

the Hungarian National Authority for Data Protection and Freedom of Information authority 

through the following website (https://www.naih.hu/). 

Limitation of access: In some cases, we may not be able to provide access to all or some of your 

personal data under legislation. If we refuse your request for access, we will inform you of the 

reason for this refusal. Also, in some case we may not be able to search for your personal data 

because the information you provide is inadequate. In such cases, where we cannot identify you 

as a data subject, we are unable to comply with your request to enforce your legal rights as 

described in this article, unless you provide us with additional information that allows you to be 

identified. 

  



Governing Law 

The applicable law is Hungarian law, the General Regulation on the Protection of Personal Data 

2016/679/EU, and in general the applicable national and European legislative and regulatory 

framework for the protection of personal data. 

Updates 

This Privacy Policy is current as of the Effective Date set forth above. 

We may update this policy from time to time in order to reflect changes to the functionalities or 

services provided by our website or for other legal and regulatory reasons. Please check the 

website regularly for any changes to this Policy. 

Contact Us 

If you have questions about the privacy aspects of our website, please contact us 

at privacy@adsinteractive.com. 

  

mailto:privacy@adsinteractive.com


End Users Privacy Policy 

Introduction 

The purpose of this section of the Privacy Policy is to provide transparency around what 

information we collect, how and why we collect it, how we use, store and secure it and with whom 

we share it, when End Users (referred to as “you” in this policy) visit our Customers’ websites and 

digital properties and interact with our Services. 

Definitions 

“Customers” means a media owner or other content provider that has a contractual relationship 

with Ads Interactive. 

“Customer Properties” means owned, exploited or licensed websites or other digital properties of 

media owners on which Ads Interactive’s Services are served and via which Personal Data may 

be collected. 

“Data Protection Legislation” means all applicable laws and regulations, including, without 

limitation, the laws and regulations of the EU applicable to the Processing of Personal Data, such 

as: (i) the EU General Data Protection Regulation (Regulation (EU) 2016/679) (“GDPR”); (ii) the EU 

e-Privacy Directive (Directive 2002/58/EC); and (iii) any national data protection laws made under 

or pursuant to (i) or (ii). 

“End User” or “User” means the visitors of our Customers’ Properties who interact with our 

Services. 

“Third-Party Vendors” or “Vendors” means Ads Interactive’s partners, including but not limited to 

advertisers, demand side platforms, ad exchanges, reporting platforms, agencies, agency trading 

desks, ad networks and any third party acting on behalf of media buyers. 

The terms “Data Controller”, “Data Processor”, “Data Subject”, “Personal Data”, “Processing”, 

“Sub-processor”, “Third Country” and in general all terms contained in art. 4 of the GDPR have 

the meaning therein awarded to them. 

  



User Information 

Ads Interactive does not collect or process any User Information that can be used to directly 

identify an individual, such as name, address, phone number, email address or government 

identifiers, unless such data are voluntarily provided in relation to an inquiry or a service a User 

has requested. Such information may include User’s contact details and the content of its inquiries 

when the request is submitted. 

For delivering our services we rely on the usage of Third-Party Vendors who collect, through 

cookies, tags and other similar technologies, certain information about you and your device, each 

time you visit our Customer’s Properties (the “User Information”). The term “Cookie” is used in 

this Policy in the broad sense to include all similar techniques and technology. You can find more 

information on the definition of cookies and how we use them on our Cookie Register. 

User information collected and processed in the context of our Services may include the following 

information: 

Information about your device and operating system, IP address and other online identifiers, the 

web pages accessed by you within our Customer’s Properties, the link that led you to a 

Customer’s website, the dates and times a User accesses a Customer’s website, event information 

(e.g., system crashes), general location information (e.g., city and state), hashed email addresses 

(when made available by the User). Depending on the provided Services, in-app User behaviors 

(e.g. online status, browsing activity, and clicks) and implicit non-precise device location inferred 

from search queries (when enabled by the User) may be collected. 

To learn more about the specific data collected through each of our Third-Party Vendors please 

check their respective privacy policies on the “Third-Party Vendors” section. You can view which 

of our Vendors are active on a Customer’s Property by viewing their respective Cookie and 

Privacy Policy. 

How we use User Information 

• The information collected each time you visit Customer’s Properties is primarily used in 

order to sell our Customer’s advertising space to advertisers with the assistance of our 

Third-Party Vendors. Furthermore, User Information is used in order to deliver advertising 

targeted on your inferred interests based on your activities across Customer’s Properties. 

• We may also use the information collected in order to analyze and report on how you 

interact with an ad (e.g., tracking of views and click through rates) and the performance 

of that ad. 



• To protect, investigate and deter against fraudulent, unauthorized or illegal activity. 

• To improve our services and ensure their proper function. 

  

What is the legal basis for Processing User 

Information 

Ads Interactive in its capacity as a Data Controller, insofar as it places cookies and retrieves 

information that is Personal Data and insofar as it determines the purposes and means of 

processing of End Users Personal Data to make decisions on the End Users Personal Data, shall 

process any Personal Data solely subject to a proper legal basis under the conditions established 

by the applicable Data Protection Legislation. 

The legal basis for collecting and processing User Information will depend on the specific Personal 

Data as well as the purpose for which they were collected and processed. Generally, any 

processing of your Personal Data in relation to our Services shall be based on your explicit and 

free consent to collect and process your data in relation to a specific purpose (e.g when you 

accept marketing cookies on a Customer’s Property) (art. 6 § 1a Regulation (EU) 2016/679). In rare 

cases we may collect and process your data (i) when the processing is in our or a third party’s 

legitimate interests and not overridden by your data protection interests or fundamental rights 

and freedoms (e.g fraud detection) (art. 6 § 1f Regulation (EU) 2016/679) or (ii) when we have a 

legal obligation to collect or process Personal Data in accordance with applicable legislation (art. 

6 § 1c Regulation (EU) 2016/679). 

How long is the User Information stored 

We do not store any information about you in order to provide our Services. All User Information 

collected in relation to the Services are stored by our Third-Party Vendors using the highest 

security standards. To learn more about our Vendors’ retention policies, please check their 

respective privacy policies on the “Third-Party Vendors” section. 

Any information you may directly provide to us (e.g., in case you directly communicate with us) 

is stored in our secure databases. We take the appropriate technical and operational measures 

to ensure that your personal information disclosed to us is kept secure and protected in 

accordance with our Information Security Policy. All User Information collected and stored by us 

is retained for no longer than necessary for the purpose(s) for which it has been collected and 

processed. Such period may extend to no longer than five (5) years, unless the continued 



retention of your data is required for our compliance with legal obligations under the applicable 

legal framework, whereupon your personal data will be stored for as long as required by the 

relevant provisions, or in case of continued court proceedings in which your data are required, 

whereupon your personal data will be stored for the duration of the court proceedings. 

Recipients of User Information 

User Information may be accessed by third parties pursuant to the Purposes herein described. 

Any such transfer is subject to the provisions established in this Privacy Policy and the purposes 

herein determined. 

In particular, User Information may be accessed by the following categories of recipients: 

Our employees 

Your data may be transferred to our employees and the employees of our affiliated companies 

who are in charge of assessing your requests. All of our employees have a sufficient and significant 

level of awareness to protect your personal data and are bound by a confidentiality clause. 

Authorities 

We may share your personal data with the competent authorities, as long as this is permitted by 

law, in order to comply with a legal obligation, court order or other legal process as well as to 

identify or prevent criminal acts and other unlawful activities. 

External partners 

We may transfer User Information to cooperating companies for the purpose of providing our 

Services. We always ensure that the processors we engage with fulfill the requirements and 

provide sufficient guarantees to implement appropriate technical and organizational measures in 

such a manner that processing will ensure the protection of your rights. 

Furthermore, in the course of managing court proceedings and for the purposes of investigating, 

preventing, or taking action regarding illegal activities, suspected fraud, violations of our Terms 

of Use or this Privacy Policy we may transfer your data to external partners in the event that their 

assistance is considered necessary for the management of the case and the defense of our rights. 

Business transfers 

We reserve the right to disclose and/or transfer Information to another entity if we are acquired 

by or merged with another company, if we sell or transfer a business unit or assets to another 



company, if we undergo a bankruptcy proceeding, or if we engage in any other similar business 

transfer. 

Aggregated and de-identified Information 

We may disclose to our Customers and other third parties aggregated or de-identified User 

Information to be used for analytics, research and optimization of services purposes. 

Third-party Vendors 

To provide our Services, we use a variety of third-party partners such as ad networks, supply-side 

platforms, ad exchanges, ad servers, data exchanges, advertisers and agencies. We also use 

analytics services supported by Third-party Vendors to perform analytics and track trends. Those 

third-party companies may use tracking technologies to collect and store usage information 

about you and may combine this information with information they collect from other sources. 

You can find detailed information on the User Information each of our Vendors collects and 

processes, their retention periods and exercise your rights by accessing their respective policies: 

Magnite https://www.magnite.com/legal/advertising-technology-privacy-policy/ 

Adpone https://adpone.com/privacy-policy/ 

PubMatic https://pubmatic.com/legal/privacy-policy/ 

Adform https://site.adform.com/privacy-center/platform-privacy/ 

Criteo https://www.criteo.com/privacy/ 

Smart AdServer https://equativ.com/privacy-policy/ 

OpenX https://www.openx.com/privacy-center/privacy-policy/ 

Teads https://privacy-policy.teads.com/ 

RTB House https://blog.rtbhouse.com/privacy-policy/ 

Sovrn https://www.sovrn.com/privacy-policy/privacy-policy/ 

Xandr https://monetize.xandr.com/privacy-center/ 

Adagio https://adagio.io/privacy 

Adyoulike https://www.adyoulike.com/privacy_policy.php 

ConnectAd https://www.connectadrealtime.com/privacy 

Between https://betweenx.com/privacy-policy 

One Fifty Two Media https://152media.com/privacy-policy/ 

Smaato https://www.smaato.com/privacy/ 

TripleLift https://triplelift.com/privacy/ 

 



Exercise your rights 

If you are an End User as defined in this Privacy Policy, you may have certain rights and 

protections under applicable Data Protection Legislation regarding the collection and processing 

of your information, insofar as it includes certain digital identifiers or other data that may be 

considered Personal Data under applicable Data Protection Legislation. 

Right to withdraw consent: You may withdraw your consent of processing your personal data at 

any time. 

Right of correction/editing: You may ask us to correct your personal data. 

Right of limitation: You may ask us to restrict the processing of your personal data if: 

• You question the accuracy of your personal data for the time it will take to verify the 

accuracy of the personal data; 

• Processing is illegal and you request the restriction of processing instead of the deletion 

of your personal data; 

• We no longer need your personal data, but you need it to support, exercise or defend 

legal claims. 

Right of access: You may request from us information about the personal data of yours that we 

retain, including information about the categories of such personal data, the purpose of their use, 

where it was collected from, to whom they have been made known. You can obtain from us free 

of charge a copy of the personal data we keep for you. We reserve the right to charge a 

reasonable fee for any further copy you may request. 

Right of data portability: At your request, we will transfer your data to another controller, where 

technically feasible, provided that the processing is based on your consent or is necessary for the 

performance of a contract. Instead of receiving a copy of your personal data, you may ask us to 

transfer the data to another controller. 

Right to delete: You may ask us to delete your personal data if: 

• they are no longer necessary in relation to the purposes for which they were collected or 

processed, 

• you wish to exercise your right to object to any further processing of your personal data, 

• you withdraw your consent and there is no other legal basis for processing, 



• your personal data has been unlawfully processed unless the processing is necessary (i) 

to comply with a legal obligation, which requires processing by us or (ii) to support, pursue 

or defend legal claims. 

Right to object: You may object – at any time – to the processing of your personal data due to 

your particular situation, provided that the processing is not based on your consent but on our 

legitimate interest or on legitimate interests of third parties. In such case, we shall no more process 

your personal data unless we can prove that such use is justified by a legal reason and a legal 

right of ours superseding your right to object. If you object to us processing your data you are 

kindly requested to clarify whether you wish that such data is deleted or limited. 

Right to lodge a complaint: In the event of an alleged breach of applicable privacy law, you may 

lodge a complaint with the competent data protection supervisory authority. You may contact 

the Hungarian National Authority for Data Protection and Freedom of Information authority 

through the following website (https://naih.hu/). 

Limitation of access: In some cases, we may not be able to provide access to all or some of your 

personal data under legislation. If we refuse your request for access, we will inform you of the 

reason for this refusal. Also, in some case we may not be able to search for your personal data 

because the information you provide is inadequate. In such cases, where we cannot identify you 

as a data subject, we are unable to comply with your request to enforce your legal rights as 

described in this article, unless you provide us with additional information that allows you to be 

identified. 

Additionally, you can opt-out of receiving interest-based advertising by either the Third-Party 

Vendors we work with or other advertising companies by visiting the following links: 

• Network Advertising Initiative opt-out platform 

• DAA opt-out Platform 

• IAB Europe Opt-out platform 

Please note that the above platforms allow you to opt out of interest-based advertising delivered 

by registered members on the current browser you are using. 

Opting out from one or more companies listed on the above links will opt you out from those 

companies’ delivery of targeted content or ads to you, but it does not mean you will no longer 

receive any advertising. You may continue to receive advertisements, for example, based on the 

particular website that you are viewing (i.e., contextually based ads). 

Please note the following important information related to opting out: 

The opt-out only applies to the browser in the device in which you set it. For example, if you set 

the opt-out while using the Firefox browser, then the opt-out applies only to the Firefox browser 

http://optout.networkadvertising.org/?c=1#!%2F
http://optout.aboutads.info/?lang=EN&c=2#!%2F
http://www.youronlinechoices.com/


on the device where it was set, not other browsers or devices. 

To opt out from other browsers and devices, you will need to repeat the opt-out process in such 

browsers and devices. If you block the opt-out cookie or your browser is configured to block 

third-party cookies, then your opt-out may not be effective. If you delete your cookies, you will 

need to opt out again. You may download a browser extension that will help preserve the opt-

out preferences you set by visiting www.aboutads.info/PMC. 

Contact Us 

If you have questions about the privacy aspects of our Services, please contact us 

at: privacy@adsinteractive.com. 

Updates 

This Privacy Policy is current as of the Effective Date set forth above. 

We may update this policy from time to time in order to reflect changes to the functionalities or 

services provided by our website or for other legal and regulatory reasons. Please check the 

website regularly for any changes to this Policy. 
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 Website Users Privacy Policy 

Introduction 

The purpose of this section of the Privacy Policy is to provide transparency around what 

information we collect, how and why we collect it, how we use, store and secure it and with whom 

we share it when Site Visitors (referred to as “you” in this policy) visit our Website 

(adsinteractive.com). 

By accessing or using our website or dealing with the functionalities offered through it, you agree 

to the terms of this Privacy Policy. 

The information we collect 

We may collect some or all of the following personal information in case you voluntarily provide 

it to us when you use this website: 

• Private contact information (such as name, e-mail address, and phone number) 

Cookies: 

We use cookies to collect and store analytics data and other information when visitors enter our 

website. Cookies are small text files sent and stored on your device that allow us to recognize 

visitors to the website, to facilitate its use and to create aggregate information about our visitors. 

This helps us improve our services and better serve our visitors. Cookies will not harm your device 

or files. We use cookies to customize our services and the information we provide according to 

the personalized choices of our users. 

You have the right to withdraw at any time, without affecting the legality of the processing carried 

out based on your consent prior to its withdrawal. Please note that some parts of the Website 

may not function properly if the use of certain cookies is rejected. 

You can also manage your cookie preferences and opt-out from the collection and management 

of your data through the following websites: 

http://www.aboutads.info/choices 

http://www.youronlinechoices.eu/ 

http://www.aboutads.info/choices
http://www.youronlinechoices.eu/


For further information regarding cookies, please see our Cookie Register. 

How and why we collect information 

We collect this information through Ads Interactive’s website (adsinteractive.com). The reason 

why we may collect the personal data you provide to us is to optimize the functions of our website 

and deliver the specific information or services you have requested. For example, if you request 

to contact us via the “Get in touch” form, we shall need your email or telephone in order to 

contact you. 

How we use your information 

We collect the personal data that you voluntarily provide to communicate with you and in some 

cases in order to provide you with information, special offers, services or information in 

accordance with your expressly expressed wishes. 

In more detail, we may use Site Visitor Information for the following reasons: 

To respond to your inquiries. Legitimate Interest – we may use your personal 

information to respond to your inquiries, requests, 

or complaints. 

To improve our services and protect 

our business interests. 

Our legitimate interests – we use your personal 

information to improve the services we provide to 

you and other Website users, we may also use a 

User’s personal information under this basis to 

investigate complaints, identify and prevent fraud, 

assess situations relating to possible threats to the 

security of any person or violations of our policies 

or terms. 

 

How we store information and for how long 

The information you directly provide to us is stored in our secure databases. We take the 

appropriate technical and operational measures to ensure that your personal information 

disclosed to us is kept secure and protected. 



We will only retain your information for as long as is necessary for the purposes described in this 

Privacy Policy. This means that the retention periods will vary according to the type of information 

and the reason that we have collected the information in the first place. 

When the processing is necessary for compliance with legal obligations under the applicable legal 

framework, your personal data will be stored for as long as required by the relevant provisions. 

The statute of limitations in accordance with the applicable legislation is 60 days. 

Any User Information that has been collected through the use of Cookies and other similar 

technologies shall be retained solely for the period specified in our Cookie Register. 

How we secure the information 

We take the appropriate technical and organizational measures to ensure the protection of the 

personal data of our website visitors. The company also ensures, through the above measures 

that access to personal data is not given to anyone other than the appropriate authorized 

persons, and only for the purposes of processing, specified in this policy. 

The Company recognizes the importance of the security of your Personal Data and takes all 

necessary measures, with the most modern and advanced methods, to ensure your maximum 

security. All information related to your personal information and transactions is secure and 

confidential. To ensure the confidentiality of data transfer, we use proper encryption protocols. 

With whom we share the information 

Site Visitor Information may be accessed by third parties pursuant to the Purposes herein 

described. Any such transfer is subject to the provisions established in this Privacy Policy and the 

purposes herein determined. 

In particular, Site Visitor Information may be accessed by the following categories of recipients: 

Our employees 

Your data may be transferred to our employees and the employees of our affiliated companies 

who are in charge of assessing your requests and communicating with you. All of our employees 

have a sufficient and significant level of awareness to protect your personal data and are bound 

by a confidentiality clause. 

Authorities 



We may share your personal data with the competent authorities, as long as this is permitted by 

law, in order to comply with a legal obligation, court order or other legal process as well as to 

identify or prevent criminal acts and other unlawful activities. 

External partners 

We may transfer User Information to cooperating companies for the purpose of providing our 

Services. We always ensure that the processors we engage with fulfill the requirements and 

provide sufficient guarantees to implement appropriate technical and organizational measures in 

such a manner that processing will ensure the protection of your rights. 

Furthermore, in the course of managing court proceedings and for the purposes of investigating, 

preventing, or taking action regarding illegal activities, suspected fraud, violations of our Terms 

of Use or this Privacy Policy we may transfer your data to external partners in the event that their 

assistance is considered necessary for the management of the case and the defense of our rights. 

Business transfers 

We reserve the right to disclose and/or transfer Information to another entity if we are acquired 

by or merged with another company, if we sell or transfer a business unit or assets to another 

company, if we undergo a bankruptcy proceeding, or if we engage in any other similar business 

transfer. 

Aggregated and de-identified Information 

We may disclose to our Customers and other third parties aggregated or de-identified User 

Information to be used for analytics, research and optimization of services purposes. 

 

Your rights 

The GDPR awards to Data Subjects the following rights, which you may exercise by contacting 

us. 

Right to withdraw consent: You may withdraw your consent of processing your personal data at 

any time. 

Right of correction/editing: You may ask us to correct your personal data. 

Right of limitation: You may ask us to restrict the processing of your personal data if: 



• You question the accuracy of your personal data for the time it will take to verify the 

accuracy of the personal data; 

• Processing is illegal and you request the restriction of processing instead of the deletion 

of your personal data; 

• We no longer need your personal data, but you need it to support, exercise or defend 

legal claims. 

Right of access: You may request from us information about the personal data of yours that we 

retain, including information about the categories of such personal data, the purpose of their use, 

where it was collected from, to whom they have been made known. You can obtain from us free 

of charge a copy of the personal data we keep for you. We reserve the right to charge a 

reasonable fee for any further copy you may request. 

Right of data portability: At your request, we will transfer your data to another controller, where 

technically feasible, provided that the processing is based on your consent or is necessary for the 

performance of a contract. Instead of receiving a copy of your personal data, you may ask us to 

transfer the data to another controller. 

Right to delete: You may ask us to delete your personal data if: 

• they are no longer necessary in relation to the purposes for which they were collected or 

processed, 

• you wish to exercise your right to object to any further processing of your personal data, 

• you withdraw your consent and there is no other legal basis for processing, 

• your personal data has been unlawfully processed unless the processing is necessary (a) 

to comply with a legal obligation, which requires processing by us or (b) to support, 

pursue or defend legal claims. 

Right to object: You may object – at any time – to the processing of your personal data due to 

your particular situation, provided that the processing is not based on your consent but on our 

legitimate interest or on legitimate interests of third parties. In such case, we shall no more process 

your personal data unless we can prove that such use is justified by a legal reason and a legal 

right of ours superseding your right to object. If you object to us processing your data you are 

kindly requested to clarify whether you wish that such data is deleted or limited. 

Right to lodge a complaint: In the event of an alleged breach of applicable privacy law, you may 

lodge a complaint with the competent data protection supervisory authority. You may contact 

the Hungarian National Authority for Data Protection and Freedom of Information authority 

through the following website (https://www.naih.hu/). 



Limitation of access: In some cases, we may not be able to provide access to all or some of your 

personal data under legislation. If we refuse your request for access, we will inform you of the 

reason for this refusal. Also, in some cases we may not be able to search for your personal data 

because the information you provide is inadequate. In such cases, where we cannot identify you 

as a data subject, we are unable to comply with your request to enforce your legal rights as 

described in this article, unless you provide us with additional information that allows you to be 

identified. 

Governing Law 

The applicable law is Cypriot law, the General Regulation on the Protection of Personal Data 

2016/679/EU, and in general the applicable national and European legislative and regulatory 

framework for the protection of personal data. 

Updates 

This Privacy Policy is current as of the Effective Date set forth above. 

We may update this policy from time to time in order to reflect changes to the functionalities or 

services provided by our website or for other legal and regulatory reasons. Please check the 

website regularly for any changes to this Policy. 

Contact Us 

If you have questions about the privacy aspects of our website, please contact us 

at privacy@adsinteractive.com. 

  

mailto:privacy@projectagora.com


Cookie Register 
 

Cookies for basic functionality 

Cookies are essential for the proper functioning of the website, without their use the website cannot 

function. 

euconsent-v2 Quantcast 
It stores the current status of the user's 

cookie contribution. 
3 months 

addtl_consent Google 
It stores additional information on the 

status of the cookie contribution. 
3 months 

euconsent-v2 Quantcast 
It stores the current status of the user's 

cookie contribution. 
3 months 

addtl_consent Google 
It stores additional information on the 

status of the cookie contribution. 
3 months 

Cookies for statistical purposes 

Cookies for statistical purposes are used to improve the performance of the site, to improve the 

user experience and to allow the site operator to collect data on how users use the site. The data is 

not linked to a specific individual. 

_dc_gtm_<property-id> Google Used to control the speed of requests. 1 min 

DSID Google 
This cookie is used to identify the logged 

in user on non-Google sites. 
2 week 

test_cookie Google 
Determines whether the user's browser 

supports cookies. 
15 min 

IDE Google 

Google Analytics is a cookie used in the 

operation of Google Analytics to generate 

statistical data. 

13 month 

FPLC Google 
This cookie is an inter-domain traffic 

switch. 
20 hours 

_ga Google Used to distinguish users. 2 year 

_ga_<container-id> Google Used to maintain the session state. 2 year 

_gac_<property-id> Google 
Contains information about the 

campaign. 
90 day 

_gid Google Used to distinguish users. 1 day 

_gat[_<customname>] Google Used to control the speed of requests. 1 min 

__utma Google Used to distinguish users. 2 year 

__utmb Google Used to define new sessions/visits. 30 min 

__utmc Google Used to define new sessions/visits. session 

__utmt Google Used to control the speed of requests. 10 min 



__utmz Google 

It stores the traffic source or campaign 

that indicates how the user reached the 

site. 

6 month 

__utmv Google 
Used to store individual variable data at 

the visitor level. 
2 year 

__utmx Google 
Used to determine the involvement of the 

user in the experiment. 
18 month 

__utmxx Google 
It is used to determine the expiry date of 

the experiments involved by the user. 
18 month 

AMP_TOKEN Google 

It contains a token that can be used to 

retrieve a customer ID from the AMP 

customer ID service. The other possible 

values indicate an unsubscribe, a start 

request or an error when retrieving the 

client identifier from the AMP Client 

Identifier service. 

0,5 min - 1 

year 

FPID Google 

Google Analytics is a cookie used in the 

operation of Google Analytics to generate 

statistical data. 

2 year 

GA_OPT_OUT Google 

Google Analytics is a cookie used in the 

operation of Google Analytics to generate 

statistical data. 

2030. nov 

10. 

_gaexp Google 

It is used to determine the inclusion of the 

visitor in the experiment and the expiry 

date of the experiments in which the 

visitor was included. 

93 day 

_gaexp_rc Google It helps to produce statistical data. 10 sec 

_opt_awcid Google 
Used for campaigns associated with 

Google Ads customer IDs. 
1 day 

_opt_awmid Google 
Used for campaigns associated with 

Google Ads customer IDs. 
1 day 

_opt_awgid Google 
Used for campaigns associated with 

Google Ads customer IDs. 
1 day 

_opt_awkid Google 
Google Ads Criterion is used for 

campaigns associated with customer IDs. 
1 day 

_opt_utmc Google 
Stores the last utm_campaign query 

parameter. 
1 day 

_opt_expid Google 

This is created when the cookie 

redirection attempt is run. It stores the 

attempt identifier, the version identifier 

and the link to the redirected page. 

10 sec 



__gfp_64b Gemius 
The Gemius traffic and statistical 

measurement cookie. 
2,5 year 

Gdyn Gemius 

The file contains the term hit.gemius.pl 

and protects Internet users from the 

disturbing display of the questionnaire for 

research purposes, as described earlier. 

After modifying the expression stored in 

the file, the questionnaire will no longer 

be displayed and will be blocked. Note: 

blocking will not work if the file has been 

deleted. 

5 year 

Cookies for marketing purposes 

The purpose of marketing cookies is to display relevant advertisements to the visitor and to ensure 

their proper functioning. Cookies are not personally identifiable. 

__gpi Google Collects information about user behaviour 

in order to optimise the relevance of ads 

on the website. 

13 month 

__gpi_optout Google Collects information about user behaviour 

in order to optimise the relevance of ads 

on the website. 

13 month 

DSID Google It contains a unique identifier that Google 

uses to remember the user's preferences 

and other information. 

2 weeks 

test_cookie Google Determines whether the user's browser 

supports cookies. 

15 min 

id Google Required for GAM to work and display 

ads. 

13 month 

__gads Google Provides ad display or retargeting. 13 month 

GED_PLAYLIST_ACTIVITY Google The session is used to measure activity for 

ad formats. 

session 

ACLK_DATA Google It serves to display ads that are relevant to 

the user. 

5 min 

IDE Google Used to display Google ads. 13 month 

__gpi Google Collects information about user behaviour 

in order to optimise the relevance of ads 

on the website. 

13 month 

__gpi_optout Google Collects information about user behaviour 

in order to optimise the relevance of ads 

on the website. 

13 month 



DSID Google It contains a unique identifier that Google 

uses to remember the user's preferences 

and other information. 

2 weeks 

test_cookie Google Determines whether the user's browser 

supports cookies. 

15 min 

id Google Required for GAM to work and display 

ads. 

13 month 

__gads Google Provides ad display or retargeting. 13 month 

 


